Sonicwall VolP Setup Guide

1. Go to the Firewall Access Rule Menu and click “Add...” to add a new Rule
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6. You may choose to apply the DSCP and 802.1p QoS
settings in the “QoS” tab. (As displayed in Figure 4)
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8. To ensure the voice traffic is now flowing through the Cancel
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SIP Media inactivity time out (seconds): Figure 4

Additional SIP signaling port {UDP) for transformations (optional):

** SIMPLE METHOD**

If you feel that you do not want to perform the above steps and prefer a simpler method. You may change the default “UDP
Connection Inactivity Timeout” for the entire firewall as opposed to only voice traffic to NewTel. You would find this setting
under the FIREWALL -> ADVANCED menu. This method is much simpler and perfectly secure. You must ensure that there is no
default catch-all (ANY to ANY) LAN -> WAN rule that overrides this setting.



